CASOS DE MALWARE

TROJAN

Emotet, 2018: Ficou famoso em 2018, depois que o departament of Homeland Security, dos EUA, o definiu como um dos mais perigosos, por deixar dois exemplos marcantes que é o banco chileno Concorcio com prejuízo de 2 milhões de dólares, e a cidade de Allentown na Pensilvânia, com perda de 1 milhão de dólares.

RANSOMWARE

Ryuk, 2019: Ryuk foi projetado para criptografar os servidores da empresa e interromper os negócios até que o resgate fosse pago, em vez de roubar ou comprometer os dados de um indivíduo.

As vítimas visadas incluíam jornais, incluindo todos os jornais do Tribune, e uma empresa de abastecimento de água na Carolina do Norte. Os jornais afetados tiveram que produzir uma versão reduzida das notícias diárias que não incluísse anúncios classificados pagos.

PHISHING

Sony Pictures, 2014: um grupo de hackers identificados como guardião da Paz, vazou dados confidenciais do estúdio cinematográfico Sony Pictures Entertainment (SPE), esse grupo vazou informações pessoais de funcionários da empresa, suas famílias, salário, cópias de filmes, plano de futuros filmes, entre outros.

DDoS

Governo da Bélgica, 2021: Os hackers atacaram o provedor de serviço de internet (ISP) administrado pelo governo para cortar conexões de internet de mais de 200 agências governamentais, universidades e institutos de pesquisa.

]

SQL

Heartlando Payment Systems, 2018: Os computadores usados para processar pagamentos foram comprometidos por um ataque SQL, que modificou o código em um script web, dando aos invasores acesso a página de login, assim criou novos cartões, dados decodificados, entre outros.

Zero day

Irã, 2010: Os responsáveis pelos ataques usaram Stuxnet para explorar várias vulnerabilidades do Windows, assim procurava nos PCs infectados uma conexão com o software que controlava o equipamento, e enviar instruções para danificar o equipamento.
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